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INTRODUCTION

TRYPLEEZ, S.A. (hereinafter “pleez”), with head offices at Calçada 31 de 
Janeiro, n.º 1, 7580-098 Alcácer do Sal, is a data-driven platform designed to 
optimize restaurant delivery management. By integrating various delivery 
platforms, pleez enables restaurants to enhance their menu offerings, track 
market trends, and optimize pricing and promotions.

In the scope of its activity, pleez processes personal data directly or 
indirectly from data subjects, such as employees, contractors, business 
partners, clients and clients’ customers (“data subjects”).

Taking into consideration the increasing relevance that privacy and data 
protection represents to data subjects - but also the fact that the entities 
who subscribe pleez’ product, are obliged to comply themselves with data 
protection, principles, laws, and regulations -, this  Privacy Policy (“Policy”) 
is intended to be an essential step towards developing a governing strategy 
regarding data protection. This Policy establishes the general principles and 
obligations to be considered by pleez in the processing and protection of 
personal data under its responsibility.

To this end, pleez acts in strict compliance with the principles described in 
this Policy, Regulation (EU) 2016/679 (General Data Protection Regulation), 
Law No. 58/2019 of August 8 (Portuguese Data Protection Law), and other 
applicable data protection legislation in all personal data processing 
activities under its responsibility (“data protection laws”).
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PURPOSE

01

Align the Privacy Strategy
Ensure that pleez remains up-to-date with emerging laws, and industry 

standards for data protection. This includes a periodic review of policies,  
and practices to ensure the company meets its legal obligations, while also 

leveraging best practices for data protection.

02

Ensure Awareness Transparency
Provide clear, accessible, and detailed explanations of how personal data is 

collected, used, shared, and stored by pleez, ensuring data subjects and 
stakeholders are aware of the purposes behind data processing activities.

03

Promote Data Protection Rights
Ensure that data subjects can easily exercise their data protection rights 
through accessible channels and processes (Cf. Section 6 of this Policy). 

04

Continuous Improvement
Foster continuous improvement of processes related to the security and 

protection of personal data.

05

Enhance Protection Mechanisms
Increase the effectiveness of mechanisms for protection, response, 

notification, and communication of personal data breaches.

06

Strengthen Trust
Reinforce and consolidate the relationship of trust between pleez and all its 

stakeholders. This involves clear communication, accountability, and the 
consistent implementation of privacy practices that reinforce pleez's  

commitment to ethical data handling.



SCOPE OF APPLICATION

This Policy applies exclusively to the processing of personal data 
carried out by pleez, including all subsidiaries, affiliates, joint ventures, 

and any other entities controlled, directly or indirectly, by pleez. 

The present Policy must be respected and applied by all employees 
regardless of the nature of their position, service providers and other 

associates of pleez in activities that may directly or indirectly influence 
the processing of personal data.

Employees of pleez must be aware of and comply with this and other 
policies, standards, and procedures related with data protection.



DEFINITIONS



DATA PROTECTION PRINCIPLES

The principles set forth in this Policy shall be considered in the 
design and implementation of all procedures involving the 
processing of personal data, as well as in the products and services 
offered by pleez, and in any contracts entailing the processing of 
personal data. Additionally, they shall be implemented in all systems 
and platforms that allow access by pleez professionals or third 
parties to personal data and the collection or processing of such 
data.

Therefore, the  principles upon which this Policy is founded are 
detailed below:

LAWFULNESS, FAIRNESS AND TRANSPARENCY
The processing of personal data shall be legitimate, 
lawful, and fair in accordance with data protection 
laws, and if there is a specific legal basis that supports 
pleez’ processing activities, such as:

• If the data subject has given consent

• If the processing is necessary for the performance of 
a contract or in order to take steps at the request of 
the data subject prior to entering into a contract

• If pleez is subject to a legal obligation

• For the protection of vital interests of the data 
subject

• If necessary for the performance of a public interest

• For the purposes of the legitimate interests of pleez.

Also, the processing of personal data shall be 
transparent in relation to the data subject, providing 
them with the information on the processing of their 
data in an understandable and accessible manner (for 
e.g., Data Protection Annex of the Employee 
Agreement). 

PURPOSE LIMITATION
Personal data shall be collected for specified, explicit 
and legitimate purposes and not further processed in a 
manner that is incompatible with those purposes in 
accordance with data protection laws. 



DATA MINIMIZATION
During data processing activities, particularly in its 
collection, the principle of data minimization must be 
followed. This means that pleez should process, and 
specifically collect, only the personal data strictly 
necessary for the execution of the intended purpose.

The principle of minimization should also be applied to 
the sharing and other processing activities of personal 
data, including internal or external transfers, ensuring 
that only the strictly necessary personal data is 
processed, without compromising the correct 
performance of the activity. 

ACCURACY
pleez and its employees must ensure that the personal 
data they process is accurate and up-to-date. 
Otherwise, they must be deleted or corrected. 

To achieve this, appropriate and reasonable processes 
must be implemented to ensure the accuracy, integrity, 
completeness, and adequacy of personal data for the 
intended purposes, whenever necessary.

DATA PROTECTION PRINCIPLES

STORAGE LIMITATION
Personal data shall be kept in a form which permits 
identification of data subjects for no longer than is 
necessary for the purposes for which the personal data 
are processed. 

It may be stored for longer periods insofar as the 
personal data will be processed solely for archiving 
purposes in the public interest, scientific or historical 
research purposes or statistical purposes.



INTEGRITY AND CONFIDENTIALITY
The processing of personal data shall ensure adequate 
security through technical and organizational measures 
to protect it from unauthorized or unlawful processing, 
as well as to prevent accidental loss, destruction, 
and/or damage. 

Personal data processed by pleez must be kept with the 
utmost confidentiality and secrecy and shall not be 
used for purposes other than those that motivated and 
authorized its collection, nor communicated or 
transferred to third parties outside the cases permitted 
by the applicable laws.

ACCOUNTABILITY
pleez shall be responsible for complying with the 
principles set forth in this Policy, in line with applicable 
data protection laws and shall be able to demonstrate 
such compliance. 

To this end, pleez shall conduct a risk assessment on 
processing activities that entail a high risk to the rights 
and freedoms of the data subjects, in order to 
determine the measures to be applied to ensure that 
personal data is processed in accordance with legal 
requirements. 

Where required by law, the risks that new products, 
services, or systems may entail for the protection of 
personal data shall be assessed in advance, and the 
necessary measures shall be adopted to eliminate or 
mitigate them.

DATA PROTECTION PRINCIPLES



DATA PROTECTION RIGHTS

pleez ensures that data subjects may exercise their rights foreseen in the data 
protection laws. The data subjects to exercise their rights shall adress a written 
request to the privacy contact (privacy@trypleez.com). 

pleez will reply all requests within 30 days. Within this period, pleez must take the 
necessary actions to fulfill the data subject's rights, such as providing access to their 
personal data, correcting inaccuracies, deleting data, or complying with other specific 
requests. 

If pleez needs more time to answer adequately due to the complexity of the request or 
the number of requests received, it can extend the response time by an additional two 
months. However, the data subject must be informed about the extension and the 
reasons for the delay within the initial period.

RIGHT OF ACCESS

pleez must provide appropriate means that allow the data 
subject to access the personal data held about them, the 
purposes of processing, and related special categories of 
personal data, the entities with which the data is shared, and 
the retention periods.

pleez must provide appropriate means that allow the data 
subject to rectify any incorrect personal data, as well as update 
personal data that has changed.

pleez must provide appropriate means that allow the data 
subject to request the erasure of their data, unless there is a 
legal or contractual requirement that justifies the retention of 
the personal data.

pleez must provide appropriate means that allow the personal 
data subject to restrict the processing of their data in the event 
of inaccuracy or if the processing is unlawful and the data 
subject opposes the deletion of their data.

RIGHT TO RECTIFICATION

RIGHT OF ERASURE

RIGHT TO RESTRICTION 
OF PROCESSING



DATA PROTECTION RIGHTS
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pleez must provide appropriate means to ensure that the data 
subject is not subject to decisions made solely on the basis of 
automated processing, including profiling, except in cases 
where the legal basis is consent or the conclusion or execution 
of a contract (unless there are compelling and legitimate 
reasons to the contrary).

AUTOMATED INDIVIDUAL 
DECISION-MAKING

RIGHT TO DATA 
PORTABILITY

pleez must provide appropriate means that allow the data 
subject or the new data controller to transmit their data in a 
structured, commonly used, and easily readable format, as long 
as it is technically feasible, and the costs are not unreasonable.

pleez must provide appropriate means that allow the data 
subject to object to the processing of personal data for direct 
marketing purposes, to the processing of personal data for 
purposes other than those for which it was collected, and to 
processing based on the legitimate interests pursued by pleez.

RIGHT TO OBJECT

In addition to the rights outlined above, data subjects are entitled to file a 
complaint with the relevant supervisory authority if they believe that pleez 

has not adhered to the requirements of applicable data protection laws.
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DATA PROTECTION OBLIGATIONS

pleez is committed to ensuring that all personal data is processed in 
compliance with applicable data protection laws. All employees must 
adhere to internal procedures for handling personal data responsibly, 
ensuring confidentiality, and respecting data subjects' rights. 

It is essential that all employees understand and follow these 
obligations to maintain a secure and compliant working environment.

INTERNATIONAL DATA TRANSFERS

PRIVACY BY DESIGN

DATA PROTECTION IMPACT ASSESSMENTS

RECORD OF PROCESSING ACTIVITIES

PROCESSORS

THIRD PARTIES
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Privacy by design is a fundamental 
principle that emphasizes the 
proactive incorporation of privacy 
measures into the design and scope of 
development procedures within 
pleez. All persons subject to the 
present Policy shall adopt the internal 
guidelines and apply measures that 
respect the principals of data 
protection, safeguarding data 
subjects’ rights.    

The goal of these measures is to 
reduce the risks that may arise from 
the processing of personal data by 
implementing the appropriate 
technical and organizational 
measures, such as pseudonymization 
and minimization, both at the time of 
the selection of the means for 
processing and at the time of the 
processing itself. 

pleez has implemented a record of 
processing activities (RoPA) that 
includes a detailed inventory of the 
types of personal data processed, the 
purposes of processing, the categories 
of data subjects involved, any data 
transfers to third countries, the 
envisaged retention periods, and the 
security measures implemented to 
safeguard the data.

PRIVACY BY DESIGN

RECORD OF PROCESSING 
ACTIVITIES

DATA PROTECTION IMPACT 
ASSESSMENTS

To the extent required by applicable 
data protection laws, where the type 
of processing, in particular using new 
technologies, and taking into account 
the nature, scope, context and 
purposes of the processing, is likely to 
result in a high risk to the rights and 
freedoms of natural persons, pleez 
shall carry out an assessment of the 
impact of the envisaged processing 
operations in order to identify 
potential risks on privacy, and related 
mitigation actions.

PROCESSORS

Whenever personal data is processed 
by a processor on behalf of pleez, the 
latter ensures that it will only engage 
processors who can provide sufficient 
guarantees regarding the 
implementation of appropriate 
technical and organizational 
measures to comply with legal 
requirements and protect the rights of 
data subjects.

pleez will ensure that all relationships 
with processors are governed by a 
data processing agreement.

Additionally, it will be contractually 
required that the processor obtain 
explicit, prior written consent from 
pleez before engaging any sub-
processor.



Communication to third parties refers 
to the sharing or transfer of personal 
data by pleez with external entities 
that are not directly involved in the 
initial processing of the data. 

This transfer may occur for different 
legitimate purposes, including but not 
limited to outsourcing services, 
engaging with business partners, 
fulfilling legal and regulatory 
obligations, or providing required 
information to competent authorities 
or regulators.

pleez ensures that any sharing of 
personal data with third parties is 
conducted in strict compliance with 
applicable data protection laws, and 
that such entities are contractually 
bound to uphold the same high 
standards of data protection. 

Examples of third parties with whom 
pleez may share personal data include 
financial institutions, insurance 
providers, government bodies, 
regulatory authorities.

INTERNATIONAL DATA 
TRANSFERS

In the case of transferring personal 
data outside the European Union (i.e., 
to third countries or international 
organizations outside the EU), pleez 
will comply with the provisions of the 
data protection laws, specifically by: 
• ensuring that the third country, a 

territory, specific sectors of that 
country, or the international 
organization in question, has been 
subject to an adequacy decision by 
the European Commission, and 
that this decision remains valid at 
the time of the intended data 
transfer; or, if no such decision has 
been made, 

• ensuring that appropriate 
safeguards are in place and that 
data subjects have enforceable 
rights and effective legal remedies.

If the transfer of personal data occurs 
within the scope of a contractual 
relationship or another legal 
framework, pleez must ensure that 
the receiving entity located in the 
third country is bound by terms 
stipulated in standard data protection 
clauses adopted by the European 
Commission, or by binding corporate 
rules approved by the competent 
supervisory authority, which are in 
effect at the time of the data transfer.

THIRD PARTIES



EMPLOYEE’ PRIVACY NOTICE

This Employee Privacy Notice (hereinafter referred to as the “Notice”), 
which complements the Employment Agreement (where applicable), 
provides transparent and detailed information regarding the protection of 
personal data processed by pleez in its capacity as an employer. 

Additionally, this Notice sets out pleez's global standards for human 
resources management, ensuring compliance with data protection laws and 
fostering a consistent approach to the handling of employee data.

PURPOSES OF THE PROCESSING ACTIVITIES
• Admission and onboarding
• Staff administration
• Employment relationship 

management
• Payroll management
• Performance evaluation

• Compensation and benefits 
management

• Training management
• Occupational health
• Insurance management

CATEGORIES OF PERSONAL DATA
pleez may collect and process the following categories of 
personal data:
• Identification data
• Contact data
• Family situation
• Financial data
• Professional data

• Account data
• Academic data
• Salary details
• Human resources data



EMPLOYEE’ PRIVACY NOTICE

RETENTION PERIODS:
pleez will only retain the personnel data information for as long 
as necessary for the above purposes for the period of time 
needed or mandatory for their fulfillment, using appropriate 
information retention criteria for each processing, in line with 
applicable legal and regulatory obligations. 

Once it is no longer appropriate, the personal data shall be 
deleted or destroyed by confidential shredding, as the case may 
be. 

DISCLOSURE TO THIRD PARTIES:
pleez may need to share personal data with third-party service 
providers and controllers. pleez will not disclose personal data 
to third parties unless required and only with appropriate 
safeguards to ensure lawful processing and adequate 
protection. It includes tax authority, social security, payroll 
processing external companies, accounting, occupational 
health and safety, insurance, banks.

Any other provisions in this Policy are 
also applicable to this Notice.



INTERNAL POLICIES REINFORCED DUTY OF SECRECY

• Information on the internal policies concerning data security, and the obligations 
that result for the employees regarding data protection, especially those related to 
secrecy, under the terms of the law

• The use of personal data only in accordance with the instructions of pleez or with 
the legal obligations to which pleez is bound

• Provision of training and appropriate awareness on data security

• Personnel who have access to or possess information containing sensitive data 
are bound by an absolute duty of confidentiality and must refrain from using it for 
any purpose other than those authorized by pleez

• Limit the access to such information, within each Team, to only those individuals 
who require it for the proper performance of their tasks within pleez

• Execution of regular audits, in order to ensure that all measures deemed as 
appropriate were effectively implemented and are operational.

TECHNICAL AND ORGANIZATIONAL MEASURES

Given the nature, scope, context, and purposes of data processing, as well as the 
risks posed to the rights and freedoms of the data subject, pleez commits to applying 
the necessary and appropriate technical and organizational measures, both at the 
time of defining the means of processing and during the processing itself, to ensure 
the protection of the data subject's information and compliance with legal 
requirements.

These measures are designed to safeguard against unauthorized access, alteration, 
or interference, ensuring the confidentiality, integrity, and availability of personal 
data. 

By adhering to this Policy, and other relevant internal guidelines and procedures, 
pleez demonstrates its commitment to maintaining robust data protection 
standards.



SECURITY MEASURES

pleez has implemented security policies which include specific software for these 
purposes, particularly: 

• Antivirus software, firewall and data prevention loss

• Restrictions to share non-authenticated archives

• Restrictions on peer-to-peer applications

• User account password

• Appropriate maintenance services and with approved levels of correction

• In addition, procedural and technical controls are used in order to detect any 
compliance deviations

• Data transfer is performed, exclusively, through a secure network connection

• In what concerns privileged access, only users who are expressly authorized may 
request access

• According to the instructions received and to determine which user credentials 
holders are still authorized by pleez, a periodical verification is carried out as well 
as an annual revalidation to determine that the accesses are compatible with the 
existing users

• Regarding data breach management, a registration and monitoring process is 
implemented through the Data Breach Procedure, which can be updated over 
time.



DATA BREACH

Data breach incidents highlight the critical importance of adhering to data protection 
obligations, especially the need for swift and effective responses to such incidents. 

pleez is committed to maintaining the highest standards of data security and, in the 
event of a data breach, will notify the Portuguese Data Protection Supervisory 
Authority (Comissão Nacional de Proteção de Dados – CNPD) within 72 (seventy-two) 
hours, as required by law. 

In cases where the breach is likely to result in a high risk to the rights and freedoms of 
individuals, pleez will also notify the affected data subjects without undue delay.

To ensure transparency and accountability, the following information will be 
provided in the notification:

• A detailed description of the nature of the data breach, including the specific 
categories of personal data affected and an estimate of the number of individuals 
involved

• Contact information for the data protection officer or another designated 
representative who can provide further details and support to both authorities 
and affected individuals

• A comprehensive assessment of the potential consequences of the breach, 
including any potential harm to the individuals affected, such as identity theft, 
reputational damage, or financial loss

• A summary of the immediate and proposed measures taken by the company to 
address and contain the breach, as well as any steps aimed at mitigating its 
potential adverse effects, ensuring that the risk to individuals is minimized.

pleez shall document any data breaches, including the facts 
relating to the data breach, its effects and the remedial 
action taken     Data Breach Procedure



FINAL PROVISIONS

This Policy shall be interpreted jointly with other applicable policies 
and procedures implemented by pleez and the legislation in force.

The present Policy will be reviewed from time to time, to detect, and if 
applicable, to correct any defective situation that may occur in its 

implementation. 

The Policy review may occur, whenever, by virtue of specific 
circumstances, inter alia, needs arising from pleez's  activity, facts, or 

any legal legislative amendments, may require.
 

Any queries regarding the content of this Privacy Policy or regarding the 
processing of personal data by pleez, shall be forwarded, to the following 

email address privacy@trypleez.com. 
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